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Preliminary Provisions 

 

Lux Nordic Wealth Management S.A. (“Lux Nordic” or “ the Company”) is commi ed to protec!ng your 

privacy and ensuring the highest level of security for your personal data.  

We are ac!ng as the ‘controller’ who directly holds personal data and determines how and why your 

personal data is processed. When we collect your personal data, we are required to provide informa!on 

about the processing ac!vi!es. This Privacy No!ce aims to give further informa!on about what we do, 

how we process and secure your personal data and what are your rights as data subject.  

This Privacy No!ce consists of informa!on applying to you whether you are a client, a poten!al client 

interested in our services, a shareholder of a corporate client, or a third party wan!ng to do business 

with us or with which we did or do business with. Where you have a contractual rela!onship with us, 

then this Privacy No!ce is a part of your contract with us and you are bound by it.  

The informa!on set out in this Data Privacy No!ce will con!nue to apply even a.er the termina!on of 

your agreement with us for the provision of our services. Please read the following carefully to 

understand our views and prac!ces with respect to personal data. Wherever we’ve said “you” or “your”, 

this means you or any person connected to you namely any authorised person, anyone who deals with 

us for you (e.g. trustees or executors, powers of a orney, external asset managers) and other related 

people (including but not limited to authorised signatories, partners, members, directors, beneficial 

owners of companies). Wherever we’ve said ‘we’ or ‘our’, this means Lux Nordic. 

 

1. What kind of personal data does Lux Nordic collect? 

 

Personal data means any informa!on rela!ng to an iden!fied or iden!fiable natural person. Lux 

Nordic collects and processes the following types of personal data: 

• Personal identification data; 

• Personal details (e.g gender, place of birth); 

• Official identification data; 

• Electronic identification data; 

• Data relating to your financial situation; 

• Transaction data; 

• Sound recording data, particularly in the case of telephone recordings; 

Please note that the list is not exhaus!ve and that the Company may also collect and process 

personal data to the extent this is useful or necessary for the provision of its services.  

The Company does not process sensi!ve personal data. To the extent you make sensi!ve 

personal data, excluding special categories of personal data as defined under art. 9 of the GDPR, 



 
 

available to Lux Nordic, you consent to Lux Nordic processing such personal data in accordance 

with this Privacy No!ce. 

 

 

2. How does Lux Nordic collect personal data? 

 

We may collect data about you from the following sources: 

Personal data provided to Lux Nordic by you: 

We may collect personal data (such as name, contact details, financial details, employment and 

educa!on details, na!onality, date and place of birth, marital status, passport or other 

iden!fica!on details and details of visits to our premises) that you provide us, inter alia :  

- for the process to enter into a business rela!onship with us, for example when you fill out 

our documenta!on, forms; and  

- subsequently correspond with us. 

Personal data obtained from third par,es: 

We also collect and process personal data from publicly accessible sources such as: 

- publica!ons/databases made available by official authori!es (e.g. Trade and Companies 

Register); 

- our service providers (e.g our Custodian Bank); 

- websites/social media pages containing informa!on made public by you (e.g. your own 

website or social media); and 

- databases made publicly available by third par!es. 

 

3. Why does Lux Nordic process personal data? 

 

Lux Nordic processes personal data for one of the following purposes/legal bases: 

 

Legal obliga,on: personal data may be processed for the purposes of complying with 

applicable legal, tax, statutory and regulatory requirements to which the Company is bound, 

including financial regula!ons, legisla!on rela!ng to the fight against money laundering and 

the financing of terrorism, company law, tax law, or to respond to any official request from a 

public or judicial authority. 

 



 
 

Contract performance: we use your personal data to enter into and perform our contracts, 

including to: 

- provide you with informa!on regarding our products and services; 

- assist you and answer your requests; 

- evaluate if we can offer you a product or service and under which condi!ons; and 

 

Legi,mate interest: some of the processing we carry out is necessary to sa!sfy Lux Nordic’s 

legi!mate interests in order to provide and develop our products or services, improve our 

risk management and/or defend our legal rights. 

 

To provide you with more concrete examples, the processing ac!vi!es include: 

- Customer rela!onship entry procedures, including verifica!on of the legal capacity of a 

customer's representa!ves to enter into a contractual rela!onship with Lux Nordic; 

- Management of our rela!onships with customers and prospects, including communica!ons 

concerning our products and services;  

- Compliance with legal and regulatory obliga!ons (including "know your customer" 

regula!ons, an!-money laundering provisions, sanc!ons and embargoes legisla!on, 

investors’ protec!on…); 

- Preven!on of tax fraud and compliance with tax audit and no!fica!on obliga!ons;  

- Response to official requests from a public or judicial authority; 

- Defense of our legal rights in the event of a li!ga!on (including transac!ons recordkeeping, 

telephone calls recording, etc.);  

- Op!miza!on and development of our business ac!vi!es, products or services; 

- Personaliza!on of our offering to you; 

- Improvement of the performance, quality and security of our systems. 

 

 

4. To whom does Lux Nordic provide personal data? 

Lux Nordic may disclose or transfer personal data to subcontractors, intermediaries or external 

advisors for the purpose of the proper performance of the services we provide to our clients. It may, 

for example, disclose or transfer such personal data to third party service providers who provide 

administra!ve, computer, payment, data processing, or other services.  

Lux Nordic can also be obliged to disclose or transfer personal data to competent authori!es in order 

to comply with our legal and/or regulatory obliga!ons. 

 

5. Do we transfer personal data outside the EEA? 

In principle, your personal data is stored in the European Economic Area (“EEA”), which guarantees 

an adequate level of data protec!on. We will only transfer your data outside the European Economic 

Area if we are required to, pursuant to a legal or regulatory obliga!on. 



 
 

6. How do we protect your Personal Data? 

The priority for the Company is ensuring that Personal Data is appropriately protected from data 

breaches. Therefore, Lux Nordic implemented adequate technical and organiza!onal security 

measures, such as, depending on the equipment, password protec!on, encryp!on, physical 

locks...etc. to ensure a level of security appropriate to the risks represented by the Processing and 

the nature of the Personal Data to be protected:   

- Any special categories of Personal Data that are processed will be stored with enhanced and 

specific security measures.   

- Employees are permi ed to access Personal Data for the sole purpose of performing their 

professional du!es and such employees are subject to confiden!ality obliga!ons.   

- Access rights to Client/Prospect Personal Data are assigned on a need-to-know basis 

 

 

7. How long do we retain your Personal Data? 

We will store your Personal Data only for as long as is necessary for the relevant Processing ac!vity 

to be completed and/or in accordance with the Personal Data reten!on period permi ed under 

applicable law.  Other organiza!ons that we provide informa!on to, such as law enforcement, will 

operate different reten!on periods over which we have limited, if any, control 

 

8. What are your rights? 

Personal data processing must comply with 7 data protec!on principles: 

- Access: Each data subject has a right of access to their data held by Lux Nordic. Before gran!ng 

access, the data controller will always verify the iden!ty of the person making the access request 

regardless of who it is.  

The data controller will make sure the requested data is provided within one month of receiving 

the request. The right of access is in principle free of charge for the data subject unless this 

represents an excessive burden for Lux Nordic in which case payment may be required. 

 

- Consent withdrawal: All data subjects have the opportunity to withdraw their consent at any 

!me. The withdrawal of consent does not compromise the lawfulness of the processing for 

which it was originally given. 

 

- Rec.fica.on: Anyone whose personal data has been collected as part of data processing has the 

possibility, as soon as possible, to have incomplete data completed or to have inaccurate data 

changed. 

 

- Erasure (“right to be forgo3en”): Data subjects also have the op!on of reques!ng that the data 

controller delete their data, as soon as possible, when: 

 



 
 

• it is no longer required for processing;  

• the data subject withdraws their consent (and there is no other jus!fica!on for the 

processing);  

• the data subject objects to the processing; 

• dele!on is necessary for compliance with a legal obliga!on. 

 

- Opposi.on: Data subjects have the right to object, on grounds rela!ng to their par!cular 

situa!on, at any !me to processing of personal data. Lux Nordic shall no longer process the 

personal data unless the controller demonstrates compelling legi!mate grounds for the 

processing which override the interests, rights and freedoms of the data subject or for the 

establishment, exercise or defense of legal claims. 

 

-  Restric.on of processing: All data subjects may request that the processing of their data be 

restricted where:  

 

• the data subject disputes the accuracy of the data concerning them and requests the 

suspension of the processing to allow the data controller to check the quality of the data;  

• the processing is unlawful and the data subject requests the restric!on of its use (not the 

erasure);  

• the data is no longer needed by the controller but is required for the data subject to exercise 

or defend their rights in court; 

• the data subject has objected to processing pending the verifica!on whether the legi!mate 

grounds of the controller override those of the data subject. 

 

- Data portability: Data subjects have the right to receive personal data concerning them which 

they have provided to Lux Nordic in a structured, commonly used and machine-readable format, 

and they have the right to send this data to another data controller without the data controller 

to whom the personal data was communicated obstruc!ng this. 

 

9. Who should I contact and how do I exercise my rights? 

Data subjects can make a request to exercise any of these rights by sending the request to the Data 

Protec!on Officer at the following address: info@luxnordic.lu 

Lux Nordic reserves the right, in the event of a manifestly unfounded or excessive request (repeated 

request, etc.), to refuse to respond to the request. In case of refusal, the Company undertakes to 

indicate the reasons for the refusal and the possibili!es for appeal to a higher authority. 

In order to allow us to process your request as soon as possible, please provide the following 

informa!on:  

- Your client number  

- Your last name  



 
 

- Your first name  

- Your email address  

- Your telephone number  

- The purpose of your request  

- A descrip!on of your request 

Note: You are en!tled to ask any ques!on or to lodge a complaint regarding the processing of your 

personal data with the data protec!on authority of the EU country or UK in which you live, of your place 

of work or of the place of the alleged infringement. 

When you are resident in the EEA, please contact either the Commission Na!onale pour la Protec!on 

des données based in Luxembourg:  h ps://cnpd.public.lu/en.html or your local authority which you can 

find: h.ps://edpb.europa.eu/about-edpb/board/members_en   

When you are resident in the United Kingdom, please contact the Informa!on Commissioner’s Office: 

h.ps://ico.org.uk/global/contact-us/   

 

10. Changes to this Privacy No.ce 

This Data Privacy No!ce is valid as of January 8, 2024. This document is for informa!on purposes only 

and is not directly binding. This No!ce may be updated and amended in the future. We will not 

necessarily be able to inform you personally. Please check the Lux Nordic website from !me to !me for 

any update. 

 


